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4.16.1.3
Policy Association Establishment during AMF relocation
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Figure 4.16.1.3-1: UE Context Establishment during AMF relocation

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the roaming case, the AMF interacts with the V-PCF and the H-PCF interacts with the V-PCF:

Based on local policies, the AMF decides to establish UE Context with the (V-)PCF during Registration procedure. In case the new AMF receives a PCF ID from the old AMF and successfully contacts the (V-)PCF identified by the PCF ID, the new AMF retrieves the Access and Mobility policy from the PCF. If the PCF identified by the PCF ID cannot be used (e.g. no response from the PCF) or there is no the PCF ID received from the old AMF in the AMF selects a (V-)PCF as described in TS 23.501 [2], clause 6.3.7.1.
2.
The AMF sends Npcf_AMPolicyControl_Get to the (V-)PCF to retrieve the access and mobility control policy. The request includes the following information: UE Identity (SUPI), subscription notification indication, PCF ID if received from old AMF and, if available, Subscribed Service Area Restrictions, subscribed RFSP index which are retrieved from the UDM during the update location procedure, and may include access type and RAT, PEI, ULI, UE time zone, service network.

3.
The (H-)PCF gets policy subscription related information if not available from the UDR using Nudr_User_Data_Management query service operation and makes a policy decision. In roaming scenario, the H-PCF responds to the V-PCF, then the (V-)PCF responds to the Npcf_AMPolicyControl_Get service operation, and provides only the new updated policies that are applicable, of the Access and mobility related policy information and UE access selection and PDU Session selection related policy information. The AMF is implicitly subscribed in the PCF to be notified of changes in the policies.

4.The AMF deploys the access and mobility control policy, which includes storing the Service Area Restrictions, provisioning the UE Policy and Service Area Restrictions to the UE and provisioning the RFSP index and Service Area Restrictions to the RAN.

5. Only in case the PCF needs to update the subscription to events detected and triggered by the AMF, the PCF sends the Namf_EventExposure_Subscribe operation. Otherwise, PCF does not need to subscribe again to the events that subscribed in the old AMF due to the new AMF is aware of such subscription. The PCF determines the AMF instance form information received in Npcf_AMPolicyControl_Get service operation.

6. The AMF acknowledges the subscription from the PCF.

          **************** Next changes ****************
4.16.2.1
Policy Association Modification for Mobility Policy

This procedure is applicable to Policy Association modification due to change of mobility policy.
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Figure 4.16.2.1-1:
Policy Association Modification-mobility policy

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case the V-PCF is not involved. In the roaming case, it is the V-PCF to make a final policy decision, and H-PCF is not involved.

1.
Optionally, the PCF receives the event notification from the AMF via Namf_EventExposure_Notify service operation. The AMF provides the event that generated the notification and the event information.
2.
The PCF stores the information and acknowledges the operation.

3.
The PCF makes the policy decision that triggers the change of access and mobility control policy.

4. The PCF notifies the AMF of the updated Access and Mobility related policy control information via Npcf_AMPolicyControl_UpdateNotify service operation.

5.
The AMF stores the information and acknowledges the operation.

6.
The AMF deploys the access and mobility control policy, which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the RAN and UE.
          **************** Next changes ****************
4.16.3.1
General

The following case is considered for Policy Association Termination:

-
UE Deregistration from the network.
-
Notification of removal of policy profile by UDR.

4.16.3.2
AMF-initiated Policy Association Termination 
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Figure 4.16.3.2-1: AMF-initiated Policy Association Termination

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case, the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V‑PCF interacts with the AMF. The V‑PCF contacts the H-PCF to request removing Policy Association unless V-PCF provides AMF access and mobility control to the AMF based on roaming agreements.

1.
The AMF decides to terminate the Policy Association during Deregistration procedure or due to mobility with change of AMF in the registration procedure, then if a Policy Association was established with the (V-)PCF steps 2 to 3 are performed.

2. The AMF sends the Npcf_AMPolicyControl_Delete service operation including SUPI to the (V-)PCF.

3.
The (V-)PCF removes the policy context for the UE and replies to the AMF with an Acknowledgement including success or failure. The V-PCF may interact with the H-PCF. The (H-)PCF unsubscribes to subscriber policy data changes.

4.
The AMF removes the Policy Association for this UE, including the Access and Mobility Control Policy related to the UE. The AMF deletes the subscription to AMF detected events requested for that Policy Association.
4.16.3.x
PCF-initiated Policy Association Termination

[image: image4.emf]     

A MF  

V  -  PCF      

H  -  PCF      

1  

6 -   Removes   the Access  and  Mobility  Control   Policy  

                  5 . Npcf_ AMPolicyControl_UpdateNotify Response  

4 . Npcf_ AMPolicyControl_UpdateNotify Request  

3 .  Nudr_UDM_N otify Response  

2 . Nudr _ UDM Notify   Request  

UDR  

1 -   Policy Data  removed    


Figure 4.16.3.x-1: PCF-initiated Policy Association Termination

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case, the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the H‑PCF interacts with the V-PCF to request removing Policy Association.
The PCF is subscribed to notification of changes in Data Set “Policy Data” for a SUPI.
1. The Policy data is removed, either the Data Set “Policy Data” or the Data Subset “UE context policy control”. 
2. The UDR sends the Nudr_UDM_Notify_Request including the SUPI, the Data Set Identifier, the Data Subset Identifier and the Updated Data including empty “Policy Data” or empty “UE context policy control”. 
3. The PCF sends the Nudr_UDM_Notify_Response to confirm reception and the result to UDR.

4.
The PCF may, depending on operator policies, notify the AMF of the removal of the Access and Mobility related policy control information via Npcf_AMPolicyControl_UpdateNotify service operation. Alternatively, the PCF may decide to maintain the Policy Association if a default profile is applied, in this case steps 4, 5 and 6 are not executed.
5.
The AMF stores the information and acknowledges the operation.

6.
The AMF removes the Policy Association for this UE including the Access and Mobility Control Policy related to the UE and the subscription to AMF detected events requested for that Policy Association.
          **************** Next change ****************
5.2.5.2.3
Npcf_AMPolicyControl_UpdateNotify service operation

Service operation name: Npcf_AMPolicyControl_UpdateNotify
Description: Provides updated policy, evaluated based on the information provided by the AMF and UDR as defined in clause 6.2.1.2 of TS 23.503 [20], to the NF Consumer.

NOTE:
This notification corresponds to an implicit subscription.

Inputs, Required: SUPI 
Inputs, Optional:  Either Access and Mobility related information or UE Access and PDU session related information or both or indication of Policy Association termination.
Outputs, Required: Result indication.

Outputs, Optional: Redirection information.

See clause 4.16.2.1 (step 4&5) and clause 4.16.2.2 (step 4) for the detail usage of this service operation for AMF. In those steps, the updated Access and Mobility related policy control information and UE policies are provided to the AMF by the PCF/V-PCF.

If the NF consumer is AMF and the result of the service operation fails, the AMF shall set corresponding cause value in result indication which can be used by the PCF for further action. In case the related UE is not served by the AMF and the AMF knows which AMF is serving the UE, the AMF provides redirection information which can be used by the PCF to resend UE related message to the AMF that serves the UE.
          **************** End of changes ****************
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